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PROCESS control systems are critically important to the safe and 
efficient operation of infrastructure systems, but are vulnerable to attack. 

the Institute for Information Infrastructure Protection (I3P) 
decided in 2005 to sponsor a team of ten institutions in a research program 
on security for process control systems in the oil and gas industry.

Partnerships with oil and gas infrastructure operators, control 
system vendors, and other stakeholders will ensure relevance and broad 
impact of results.

This work was supported under Award number 2003-TK-TX-0003 from the U.S. Department of Homeland Security, 
Science and Technology Directorate.  Points of view in this document are those of the author(s) and do not necessarily 
represent the official position of the U.S. Department of Homeland Security or the Science and Technology Directorate.  
The I3P is managed by Dartmouth College.

For more info contact:  
research@thei3p.org
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1.	 Assess dependence on control systems and their security
2.	 Account for the type and magnitude of system interdependencies
3.	 Develop metrics for control system security
4.	 Develop tools and technologies to enable inherently secure systems
5.	 Develop cross-domain solutions for information sharing
6.	 Transfer security technology and knowledge into industry

Robert F. Wagner  Graduate School of  Public Service

www.thei3p.org


